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Answers are provided in red letters:

1. Is it allowed to submit the proposal by email, and if so, in which format? Is any special protection or encryption required?
[bookmark: _GoBack]The allowable methods of proposal submission in this tender is via e-mail, mail or courier mail.  Please see the RFP 631 document’s pages 1, 4 and 5 for details.  No encryption or protection is needed for the bids submitted under this tender.  

2. Is there any other purpose of assignment of an administrative procedure to users of a certain role, except for users of this role to be able to access the procedure data itself using the ePopis application?

Yes, there are several purposes of assignment of an administrative procedure to users with different roles, and not only to be able to access data. Four different user levels need to have specific roles in the workflow, which is composed (but not limited to) the following steps: providing of details on administrative procedures (by the institution which is responsible for it), verification of accuracy of provided data (at several administrative levels), analysis of provided data, assessment of the procedure, proposals for update, possible simplifications, etc. Each user level needs to have possibility to comment and/or change/alter procedures’ data.    

3. What is the workflow of procedures' assessment and decision logic related to? Is it used to guide the process of adding/updating the procedure data within ePopis application, or something else?

Please refer to the answer above – general description of the workflow. A detailed guide for adding/updating of procedures’ data within ePopis application will be provided to the selected bidder.

4. The same definition is used in descriptions of other administrative procedures and requests modules, on pages 31-33, so we assume that the same explanation will stand for them.

Yes, indeed – above explanation stands for administrative procedures and requests described on RFP document’s pages 31-33.


