Annex 2a: Instructions on Micro Assessment Questionnaire

Please see separately provided excel format as Annex 2 for the questionnaire with calculation formulas included, which has to be used. 
Instructions
This questionnaire contains questions related to seven subject areas. Certain questions are classified as “key questions” indicating that they have a greater impact in assessing the effective functioning of the IP’s control framework. 
1. Answer each question by selecting ‘Yes’, ‘No’ or ‘N/A’ (for ‘not applicable’) from the drop-down menu in the appropriate column. 
2. Use the Risk Assessment column to assign a risk rating (high, significant, moderate or low) for each question based on the response obtained. For example, if the question addresses an item that should ideally be marked ‘Yes’ but was marked ‘No’, it should be assessed for the level of risk it presents to the effective functioning of the IP’s control framework. Assigning risk ratings to each question requires judgment by the assessor as to how the response will impact the effectiveness of the IP’s control framework. Attention: THE APPROPRIATE RISK ASSESSMENT OR “NOT APPLICABLE” MUST BE SELECTED FOR EACH QUESTION. IF THERE ARE QUESTIONS CONTAINING “ERROR” THE RISK RATING FOR THE CATEGORY AND OVERALL WILL BE WRONGLY CALCULATED!
3. The risk ratings to be used are:
· High – Response to question indicates a risk to the effective functioning of the IP’s control framework that has a high likelihood of a potential negative impact on the IP’s ability to execute the programme in accordance with the work plan and stated objectives; 
· Significant – Response to question indicates a risk to the effective functioning of the IP’s control framework that has a significant likelihood of a potential negative impact on the IP’s ability to execute the programme in accordance with the work plan and stated objectives;
· Moderate – Response to question indicates a risk to the effective functioning of the IP’s control framework that has a moderate likelihood of a potential negative impact on the IP’s ability to execute the programme in accordance with the work plan and stated objectives; or
· Low – Response to question indicates a low risk to the effective functioning of the IP’s control framework and a low likelihood of a potential negative impact on the IP’s ability to execute the programme in accordance with the work plan and stated objectives.
· N/A – The specific question is not applicable for the IP and therefore no risk rating is assigned.
4. The Risk Points column automatically assign points to each question that correlate with the level of risk. 
5. Points are assigned as follows:
	Risk rating
	Points: non-key questions
	Points: key questions

	H – High risk
	4 points
	8 points

	S – Significant risk
	3 points
	6 points

	M – Moderate risk
	2 points
	4 points

	L – Low risk
	1 point
	1 point



6. Use the ‘Remarks/ comments’ column next to each question to provide details of your assessment or to highlight any important matters. This document will be referenced subsequently by the agency when performing additional assurance activities related to the IP. Sufficient details should be provided in this document for the agency to understand the details and rationale for your assessment. 

Calculation of risk rating per subject area section
For each subject area, the risk points are totaled and divided by the number of applicable questions in that area, to give a risk rating for the subject area. The method of calculation is weighted average, where key questions have double the weight of non-key questions as illustrated in Note 1.

Calculation of overall risk rating 
For all the questions in the questionnaire, the risk points are totaled and divided by the number of applicable questions, to give an overall average score. The method of calculation is weighted average, where key questions have double the weight of non-key questions as illustrated in Note 1.

Note 1 – Method of assigning risk ratings to risk scores
As per paragraph 5, key questions are assigned double the risk points, resulting in a weighted average method for calculating the overall and by subject area risk rating. Therefore, the risk rating assigned to the key questions have twice the weight in determining the risk rating.
Assume the following two scenarios with the same risk rating for the questions.
1. Scenario 1: There are three non-key questions having equal weight
2. Scenario 2: The first question is key and the remaining two questions are non-key.
	Scenario 1
	Risk Rating
	Points
	
	Scenario 2
	Risk Rating
	Points

	Question 1
	High
	4
	
	Key Question 1
	High
	8

	Question 2
	Low
	1
	
	Question 2
	Low
	1

	Question 3
	Low
	1
	
	Question 3
	Low
	1

	Total Risk Points:
	
	6
	
	Total Risk Points
	
	10

	Overall Risk
	Moderate
	2
	
	Overall Risk
	Significant
	3.3


 
The Excel spreadsheet automatically assigns the risk rating by using the following algorithm:
1. Only the applicable questions are taken into consideration
2. The minimum possible points for the subject area are calculated, that is if all questions are assigned low risk rating
3. The maximum possible points for the subject area are calculated, that is if all questions are assigned high risk rating
4. The ranges for each risk rating are calculated by evenly distributing between the lowest and highest applicable points
5. The actual risk points are matched with one of the four risk ranges to determine the overall risk category.
The same algorithm is applied when calculated the overall risk rating for the IP.


Annex 2


a


: 


Instructions on 


Micro Assessment Questionnaire


 


 


Please see separately provided excel format as Annex 2 for the questionnaire with calculation formulas included, 


which has to be used


. 


 


Instructions


 


This questionnaire contains questions related to seven subject areas. Certain questions are classified as “


key 


questions” indicating that they have a greater impact in assessing the effective functioning of the IP’s control 


framework. 


 


1.


 


Answer each question by selecting ‘Yes’, ‘No’ or ‘N/A’ (for ‘not applicable’) from the 


drop


-


down


 


menu in the 


appropriate column


. 


 


2.


 


Use the Risk Assessment column to assign a risk rating (high, significant, moderate or low) for each question 


based on the response obtained. For example, if the question addresses an item that


 


should ideally be marked 


‘Yes’ but was marked ‘No’, it shou


ld be assessed for the level of risk it presents to the effective functioning of the 


IP’s control framework. Assigning risk ratings to each question requires judgment by the assessor as to how the 


response will impact the effectiveness of the IP’s control 


framework. 


Attention: THE APPROPRIATE RISK 


ASSESSMENT OR “NOT APPLICABLE” MUST BE SELECTED FOR EACH QUESTION. IF THERE ARE QUESTIONS 


CONTAINING “ERROR” THE RISK RATING FOR THE CATEGORY AND OVERALL WILL BE WRONGLY CALCULATED!


 


3.


 


The risk ratings to be used 


are:


 


·


 


High 


–


 


Response to question indicates a risk to the effective functioning of the IP’s control framework that 


has a high likelihood of a potential negative impact on the 


IP’s ability to execute the programme in 


accordance with the work plan and stated 


objectives


; 


 


·


 


Significant 


–


 


Response to question indicates a risk to the effective functioning of the IP’s control framework 


that has a 


significant likelihood of a potential negative impact 


on the IP’s ability to execute the programme 


in accordance with the


 


work plan and stated objectives;


 


·


 


Moderate 


–


 


Response to question indicates a risk to the effective functioning of the IP’s control framework 


that has a 


moderate likelihood of a potential negative impact 


on the IP’s ability to execute the programme 


in acco


rdance with the work plan and stated objectives


; or


 


·


 


Low 


–


 


Response to question indicates a low risk to the effective functioning of the IP’s control framework 


and a 


low likelihood of a potential negative impact 


on the IP’s ability to execute the programme 


in accordance 


with the work plan and stated objectives.


 


·


 


N/A


 


–


 


The specific question is not applicable for the IP and therefore no risk rating is assigned.


 


4.


 


The Risk Points column automatically assign points to each question that correlate with the level of risk. 


 


5.


 


Points are assigned as follows:


 


Risk rating


 


Points: non


-


key questions


 


Points: key questions


 


H 


–


 


High risk


 


4 points


 


8 points


 


S 


–


 


Significant risk


 


3 points


 


6 points


 


M 


–


 


Moderate risk


 


2 points


 


4 points


 


L 


–


 


Low risk


 


1 point


 


1 point


 


 




Annex 2 a :  Instructions on  Micro Assessment Questionnaire     Please see separately provided excel format as Annex 2 for the questionnaire with calculation formulas included,  which has to be used .    Instructions   This questionnaire contains questions related to seven subject areas. Certain questions are classified as “ key  questions” indicating that they have a greater impact in assessing the effective functioning of the IP’s control  framework.    1.   Answer each question by selecting ‘Yes’, ‘No’ or ‘N/A’ (for ‘not applicable’) from the  drop - down   menu in the  appropriate column .    2.   Use the Risk Assessment column to assign a risk rating (high, significant, moderate or low) for each question  based on the response obtained. For example, if the question addresses an item that   should ideally be marked  ‘Yes’ but was marked ‘No’, it shou ld be assessed for the level of risk it presents to the effective functioning of the  IP’s control framework. Assigning risk ratings to each question requires judgment by the assessor as to how the  response will impact the effectiveness of the IP’s control  framework.  Attention: THE APPROPRIATE RISK  ASSESSMENT OR “NOT APPLICABLE” MUST BE SELECTED FOR EACH QUESTION. IF THERE ARE QUESTIONS  CONTAINING “ERROR” THE RISK RATING FOR THE CATEGORY AND OVERALL WILL BE WRONGLY CALCULATED!   3.   The risk ratings to be used  are:      High  –   Response to question indicates a risk to the effective functioning of the IP’s control framework that  has a high likelihood of a potential negative impact on the  IP’s ability to execute the programme in  accordance with the work plan and stated  objectives ;       Significant  –   Response to question indicates a risk to the effective functioning of the IP’s control framework  that has a  significant likelihood of a potential negative impact  on the IP’s ability to execute the programme  in accordance with the   work plan and stated objectives;      Moderate  –   Response to question indicates a risk to the effective functioning of the IP’s control framework  that has a  moderate likelihood of a potential negative impact  on the IP’s ability to execute the programme  in acco rdance with the work plan and stated objectives ; or      Low  –   Response to question indicates a low risk to the effective functioning of the IP’s control framework  and a  low likelihood of a potential negative impact  on the IP’s ability to execute the programme  in accordance  with the work plan and stated objectives.      N/A   –   The specific question is not applicable for the IP and therefore no risk rating is assigned.   4.   The Risk Points column automatically assign points to each question that correlate with the level of risk.    5.   Points are assigned as follows:  

Risk rating  Points: non - key questions  Points: key questions  

H  –   High risk  4 points  8 points  

S  –   Significant risk  3 points  6 points  

M  –   Moderate risk  2 points  4 points  

L  –   Low risk  1 point  1 point  

 

